**附件2：**

**XXXX系统关于安全不能整改项情况说明**

根据xxxx要求，对xxx系统进行安全检查，在对配置合规、弱口令、安全漏洞的检查中发现部分不达标情况，详细情况如下：

1. 弱口令，不能整改详细信息如下：

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| IP | 资源类型 | 弱口令账号 | | |
| 10.101.16.60 | 操作系统：windows | | A | B |
| C | D |
| 数据库：oracle | | A | B |
| 10.101.16.16 | 交换机：cisco | | A |  |
|  |  | |  |  |
|  |  | |  |  |
|  |  | |  |  |
|  |  | |  |  |

不能整改原因为：

1. 配置合规，不能整改详细信息如下：

|  |  |  |  |
| --- | --- | --- | --- |
| IP | 资源类型 | | |
| 10.101.16.60 | 操作系统：windows | 数据库：oracle | 中间件：tomcat |
| 10.101.16.16 | 操作系统：redhat | 数据库：sybase |  |
|  |  |  |  |
|  |  |  |  |

不能整改原因为：

1. 安全漏洞，不能整改详细信息如下：

|  |  |  |  |
| --- | --- | --- | --- |
| IP | 漏洞类型 | | |
| 10.101.16.60 | Oracle | Openssh | Bind |
| Samba | Windows smb | RPC |
| 10.101.16.61 | IIS | Mssql server |  |
|  |  |  |  |
|  |  |  |  |

不能整改原因为：

|  |  |
| --- | --- |
| Web url地址 | 漏洞名称 |
| https://10.101.16.60：8443/asfi/loadtusta | 检测到目标web应用登陆表单中存在用户名或者密码信息 |
|  |  |
|  |  |

不能整改原因为：

以上是XXX系统不能整改问题。

特此说明！

厂家（盖章）

厂家（签字）

2020年XX月XX日